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put these particles as far away as you want
- on opposite ends of the universe - and if
you do something to the one, immediately
the other one feels the effects.”

In the normal world, it’s not possible be-
cause signal has to travel a long way, but
with quantum, this doesn’t have to be the
case. In a ‘quantum world’, encryption is
based on the laws of physics, it’s not man-
made. “With quantum, what happens is
that information gets lost if somebody
tries to break the code. They can’t get it,
but unfortunately neither can you. It can
never be broken so it’s fundamentally se-
cure,” says Forbes. “The way | see it, within
a decade, all financial sectors, worldwide,
will have to be using some quantum tech-
nology in the workplace. And if they’re not,
they’ll be running at a huge risk.”

While manipulating patterns of lights
and high dimensions may sound obscure,
it has a big commercial drive and the prog-
ress being made with quantum communi-
cation is really fast. “Think of it like a coin.
On the bad side of a coin is the quantum
computer. It can break all of your banking
codes - the financial sector will come to a
grinding halt. It’s the death knell for all of
that. But fortunately, on the flip side of that
coin is the solution and the solution is also
quantum - quantum communication,”
says Forbes. “The more patterns you have,
the more information you can put into that
particle of light and so the more informa-
tion you can send between two people. So
obviously we’d like to send as much as pos-
sible, but have it secure.” @
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